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Abstract: 

This doctoral thesis provides an original contribution by demonstrating the link between the 

complexity of personal data processing and the economic value of online IT&C companies 

listed on international stock exchanges. Based on a sample of 100 firms, a Data Complexity 

Index (score 1–5) was built and statistically correlated with current market capitalization. 

Results confirm a significant positive relationship: companies handling more complex datasets 

(biometric, inferential, algorithmic profiling and AI-driven) reach higher valuations. Moreover, 

compliance with the GDPR emerges as a key predictor of market value, validating data 

protection not only as a legal duty but also as a competitiveness factor. From an ethical 

perspective, the thesis highlights the risks of algorithmic discrimination and financial 

exclusion, stressing the need for algorithm audits, explainability of decisions, and meaningful 

human oversight. The conclusions include public policy proposals such as mandatory 

independent audits for financial algorithms and a stricter regime for inferential and sensitive 

data. Overall, the thesis confirms that personal data are both fundamental rights and economic 

resources, and their proper governance is essential for financial system stability and 

sustainability. 

Keywords: personal data, GDPR compliance, complexity of personal data processing, 

economic value of personal data, financial stability and sustainability, online IT&C companies, 

algorithmic discrimination, FinTech, InsurTech, RegTech. 


